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1
Introduction
This work introduces the charging extensions in EPC connectivity for UE served under trusted and untrusted WLAN.  
2
Description
The following extensions are introduced in EPC charging:

-
A new "IMSI Unauthenticated Flag" added to ePDG and TWAG CDRs for unauthenticated UEs in emergency cases based on Rel-14 "Phase 2 of the Support of Emergency services over WLAN" (SEW2) functionality. 

-
Enhancement of both trusted and untrusted WLAN user location information with the line identifier, civic address and WLAN Operator, and with the TCP port for untrusted WLAN.   
- 
New "User location Change" trigger for e.g. change in UE local IP address within the ePDG.
In IMS charging, the Access Network information description is extended to also incorporate the trusted and untrusted WLAN user location full definition.  
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